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Dear Delegates,

Welcome to the 2021 National Model United Nations Conference in Washington, DC (NMUN•DC)! We are pleased to introduce you to our committee, the General Assembly First Committee (GA1). This year’s staff is: Director Tobias Dietrich and Assistant Director Joli McSherry. Tobi graduated with a master’s degree in Nanoscience from the University of Regensburg and has been involved with NMUN for several years. Joli holds a master’s degree in Global Communication with a concentration in Public Diplomacy from The George Washington University and works at a strategic communications firm in Washington, D.C.

The topics under discussion for GA1 are:

I. Developments in the Field of Information and Telecommunications in the Context of International Security
II. Strengthening and Developing the Systems of Arms Control, Disarmament, and Non-Proliferation Treaties and Agreements

The General Assembly First Committee is responsible to address issues of disarmament, promotion of peace, and international security. As one of the Main Committees of the General Assembly, the First Committee focuses on guidance for disarmament as well as cooperative agreements for international peace and security. The First Committee works closely with other UN entities including the United Nations Disarmament Commission on issues related to armament regulation and disarmament initiatives.

This Background Guide serves as an introduction to the topics for this committee. However, it is not intended to replace individual research. We encourage you to conduct additional research, explore your Member State’s policies in-depth, and examine the policies of other Member States to improve your ability to negotiate and reach consensus. In preparation for the conference, each delegation will use their research to draft and submit a position paper. Guidelines are available in the NMUN Position Paper Guide.

The NMUN website has many additional resources, including two that are essential both in preparation for the conference and as a resource during the conference. They are:

1. The NMUN Delegate Preparation Guide, which explains each step in the delegate process, from pre-Conference research to the committee debate and resolution drafting processes. Please take note of the information on plagiarism, and the prohibition on pre-written working papers and resolutions. Delegates should not discuss the topics or agenda with other members of their committee until the first committee session.
2. The NMUN Rules of Procedure, which includes the long and short form of the rules as well as an explanatory narrative and example script of the flow of procedure.

In addition, please review the mandatory NMUN Conduct Expectations on the NMUN website. They include the conference dress code and other expectations of all attendees. We want to emphasize that any instances of sexual harassment or discrimination based on race, gender, sexual orientation, national origin, religion, age, or disability will not be tolerated. If you have any questions concerning your preparation for the committee or the conference itself, please contact the Under-Secretary-General Chris Duggan at usgchris.dc@nmun.org or Secretary-General Courtney Indart at secgen.dc@nmun.org.

We wish you all the best in your preparations and look forward to seeing you at the conference!

Sincerely,
Tobias Dietrich, Director
Joli McSherry, Assistant Director
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Committee Overview

Introduction

With universal membership, the General Assembly is the main deliberative and policy-making body of the United Nations (UN) and one of the six principal organs established by the Charter of the United Nations (1945). The work of the General Assembly is undertaken in subsidiary committees, each of which debate and adopt draft resolutions on their particular topics and allocated agenda items. The General Assembly First Committee considers matters related to disarmament and international peace and security as outlined in the Charter of the United Nations. Along with nuclear disarmament, the First Committee discusses issues related to international peace and security. Agenda items addressing other types of weapons, disarmament in outer space, and the role of science and technology in disarmament and international security are some of the First Committee’s areas of work. Additionally, agenda items such as state behavior in cyberspace, developments in the field of information and telecommunications in the context of international security, and the illicit trade and curbing the illicit traffic in small arms and light weapons (SALW) are considered.

After the 74th session of the General Assembly was delayed over concerns regarding travel restrictions impacting delegations attending; the COVID-19 pandemic has impacted other proceedings and procedural work of the committee. Since the beginning of the pandemic, the General Assembly adapted its workflow by using a silent procedure, adopted under General Assembly decision 75/544, to consider decisions and draft resolutions. Among other events, the Seventh Biennial meeting of States to Consider the Implementation of the Programme of Action to Prevent, Combat and Eradicate the Illicit Trade in Small Arms and Light Weapons in all Its Aspects (PoA SALW) and the scheduled session of the Disarmament Commission were postponed due to the COVID-19 pandemic. Two resolutions of the General Assembly have addressed the COVID-19 pandemic and highlighted the need for international cooperation to mitigate and defeat the pandemic.

Governance, Structure, and Membership

The General Assembly is comprised of all 193 UN Member States. Observer status can be granted to intergovernmental organizations and states without full UN membership. During the 75th session of the General Assembly, 107 intergovernmental organizations, and two non-Member States, the Holy See and the State of Palestine, were granted observer status. In the General Assembly, each Member State has one equal vote. Decisions on serious matters require a two-thirds majority vote, which include the
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maintenance of international peace and security, budgetary questions, as well as the admission, suspension, and expulsion of Member States.\textsuperscript{15} All other matters require a simple majority, such as the General Assembly resolution 74/66 on “Strengthening and Developing the System of Arms Control, Disarmament and Non-Proliferation Treaties and Agreements.”\textsuperscript{16} A majority of resolutions adopted by the General Assembly are adopted by consensus without a recorded vote.\textsuperscript{17} In 2020, around 85% of resolutions were adopted without a vote, illustrating the consensus-based nature of the body.\textsuperscript{18} Resolutions from the First Committee are non-binding, meaning it is up to individual Member States to implement, and serve as international policies and norms.\textsuperscript{19}

Each session of the First Committee has a Bureau comprised of one Chairperson, three Vice-Chairs, and one Rapporteur. For its 75\textsuperscript{th} session, Augustin Santos Maraver from Spain served as the Chairperson; Ariel Penaranda from the Philippines, Corrina-Cristina Leffter from Romania, and Bassem Hassan from Egypt as Vice-Chairs; and María del Rosario Estrada Giron from Guatemala as Rapporteur.\textsuperscript{20} The First Committee receives substantive and organizational support from three entities: the General Committee, the United Nations Office for Disarmament Affairs (UNODA), and the Department for General Assembly and Conference Management (DGACM).\textsuperscript{21} The General Committee’s main duty is to determine the agenda of the General Assembly Plenary and the six main committees as well as make recommendations on organizational issues.\textsuperscript{22} The President of the General Assembly is selected based on geographic rotation and elected by the General Assembly Plenary.\textsuperscript{23} Volkan Bozkır of Turkey was elected as President for the 75\textsuperscript{th} session of the General Assembly on 17 June 2020.\textsuperscript{24}

Within the Secretariat, UNODA provides “objective, impartial and up-to-date information on multilateral disarmament issues,” substantive and organizational support, and promotes the implementation of measures for a general and complete disarmament, especially in post-conflict settings.\textsuperscript{25} While nuclear weapons remain a primary work area, disarmament and non-proliferation of conventional weapons also are addressed by UNODA.\textsuperscript{26} It further encourages norm-setting across the General Assembly, Conference of Disarmament (CD), and the United Nations Disarmament Commission (UNDC).\textsuperscript{27} The First Committee works in close cooperation with the CD and UNDC.\textsuperscript{28} The CD is an independent entity, made up of 65 Member States, with a crucial role in addressing disarmament issues, as it is the only recognized “multilateral disarmament negotiating forum of the international community.”\textsuperscript{29} Unlike the CD, UNDC is a subsidiary organ of the First Committee and is composed of all 193 Member States.\textsuperscript{30} It is mandated to provide recommendations on disarmament issues to the First Committee and to follow-up on the implementation of decisions.\textsuperscript{31} Both CD and UNDC report at least annually, though sometimes more frequently, to the First Committee.\textsuperscript{32} Several other disarmament-related entities and organizations also report to the General Assembly through the First Committee, such as the regional centers on disarmament and the Comprehensive Nuclear-Test-Ban Treaty Organization.\textsuperscript{33}

\textsuperscript{16} UN General Assembly, \textit{Strengthening and Developing the System of Arms Control, Disarmament and Non-Proliferation Treaties and Agreements (A/RES/74/66)}, 2019.
\textsuperscript{18} UN Digital Library, \textit{Voting Records}.
\textsuperscript{20} UN General Assembly, \textit{Bureau of the 75th Session}.
\textsuperscript{21} UN General Assembly, \textit{Disarmament and International Security (First Committee)}.
\textsuperscript{23} Ibid, pp. 15-16.
\textsuperscript{24} UN General Assembly, \textit{Election of the 75th President of the General Assembly}, 2020.
\textsuperscript{25} UN Office for Disarmament Affairs, \textit{About Us}.
\textsuperscript{26} Ibid.
\textsuperscript{27} UN General Assembly, \textit{Disarmament and International Security (First Committee)}.
\textsuperscript{28} UNODA, \textit{Conference on Disarmament}.
\textsuperscript{29} Ibid.
\textsuperscript{30} UN Office for Disarmament Affairs, \textit{United Nations Disarmament Commission}.
\textsuperscript{31} Ibid.
\textsuperscript{32} UN General Assembly, \textit{Disarmament and International Security (First Committee)}.
In addition, the General Assembly and its First Committee can make recommendations to Member States and the Security Council regarding cooperation in the maintenance of international peace and security, and can point out situations to the Security Council endangering peace and security. Further, it discusses questions of international peace and security brought forward by the Security Council. Civil society organizations have an important relationship with the General Assembly First Committee, as they provide alternative research and perspectives on disarmament issues.

**Mandate, Function, and Powers**

Article 11 of the Charter of the United Nations states that the General Assembly may consider matters relating to international peace and security, including disarmament. Thus, Article 11 is the basis for the First Committee’s mandate. The First Committee is mandated to act as a forum for dialogue and cooperation to provide recommendations and norms to guide the international community when addressing disarmament issues and other threats to international peace and security. Therefore, it focuses on general policy recommendations, but does not carry out operative tasks; the implementation of General Assembly decisions is conducted by Member States, the UN Secretariat, and its subsidiary bodies. In addition, the General Assembly and its subsidiary committees are not permitted to make decisions on current situations and conflicts under consideration by the Security Council.

Currently, disarmament is organized into seven clusters: nuclear weapons, other weapons of mass destruction, disarmament aspects in outer space, conventional weapons, regional disarmament and security, the disarmament machinery, and other disarmament measures and security. This includes addressing thematic areas like information and telecommunications, and technology in the context of international peace and security during sessions, including the 75th session. The First Committee adopted a resolution on "Role of science and technology in the context of international security and disarmament" in 2020.

Matters under consideration by the First Committee include disarmament and international security in the scope of the Charter, but also the development of norms and principles in disarmament and arms control, measures for increased stability with low-level SALW armament, and the promotion of cooperation in international peace and security. The First Committee also addresses efforts in regard to the ongoing reform agenda of the General Assembly. The aim is to arrange the agenda items so that organizational aspects and workflows in the UN system are improved, as part of ongoing discussion on UN reform. Guiding its work is the General Assembly resolution on the “Revitalization of the work of the General Assembly” from 1994.

The customary workflow for each item of the First Committee consists of a General Debate. The debate is followed by an interactive dialogue between experts, UN organizations, and Member States assisting
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45 UN General Assembly, Disarmament and International Security (First Committee).
46 UN General Assembly, Revitalization of the work of the General Assembly.
by submitting reports and answering questions. An example of such an expert is the Director General of the Organization for the Prohibition of Chemical Weapons (OPCW) or the High Representative for Disarmament Affairs. Based on the input given by experts and other UN entities, draft resolutions are developed and later voted upon; the First Committee adopts on average 50 to 70 resolutions and decisions per session. Once adopted, they are presented to the General Assembly Plenary.

Recent Sessions and Current Priorities

Prior to the start of the 75th session, the Secretary-General, CD, and UNDC submitted reports and recommendations to the First Committee which aided in drafting of the preliminary agenda for the session. The recent agenda of the General Assembly First Committee included topics on the reduction of military budgets, the African Nuclear-Weapon-Free-Zone Treaty, the prevention of an arms race in outer space, general and complete disarmament, strengthening security efforts in the Mediterranean, and the role of science and technology in security and disarmament amongst others. At the conclusion of the 75th session, the First Committee had adopted 72 drafts.

While all thematic priorities were discussed during the 75th session, the General Assembly's continued to have nuclear weapons at the forefront of many of its resolutions, including that of resolution 74/L.2 on “The Risk of Nuclear Proliferation in the Middle East”, resolution 75/L.5 on the “Humanitarian Consequences of Nuclear Weapons”, and resolution 75/L.36 on the “Convention on the Prohibition of the use of Nuclear Weapon.” The report of the CD was also adopted, however, this report did not provide much substantive action, due to their inability to commence “it’s substantive work by means of negotiation or agree to a programme of work.” In March 2021, a decision was made to postpone the 2021 session to a later date, which has not yet been set.

Additionally, the General Assembly has had to adjust to the ongoing COVID-19 pandemic. For example, the President of the General Assembly submitted a draft decision in May 2020 regarding election procedures by secret ballot during the June 2020 elections, and a silence procedure was introduced for the General Assembly to continue being able to adopt draft resolutions during the pandemic. This means that if all Member States stay silent in regards to a resolution for 72 hours, the resolution is automatically adopted. The Nuclear Non-Proliferation Treaty Review Conference, scheduled for June 2020, was also postponed until August 2021. In addition, the pandemic has demonstrated the importance of information and communication technologies while at the same time cybercrime against

---
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individuals and critical infrastructure has increased. The 76th session of the General Assembly First Committee is scheduled for September to November 2021.

Conclusion

Since the establishment of the UN, the First Committee has acted as a global forum to foster dialogue and cooperation to achieve disarmament. The issues of regional nuclear disarmament in the Middle East, advancing responsible state behavior in cyberspace, and addressing the illicit trade in small arms and light weapons in all its aspects are areas in which the First Committee acts as a universal forum promoting cooperation between Member States and providing recommendations to the entire UN system. The First Committee will continue to play an important role in settings standards and norms, as well as promoting treaties to advance disarmament and maintain international peace and security.

Annotated Bibliography


The Nuclear Threat Initiative presents a very detailed overview of the developments in the General Assembly First Committee in the last years. In addition, one can find more information on the different topics, which are addressed by the First Committee, such as outer space and disarmament, conventional weapons, and regional disarmament and security. Delegates should find this source very helpful to gain a first impression on the thematic areas of the First Committee, how they are understood, and how the committee has addressed them.


This handbook was published by the Permanent Mission to the United Nations of Switzerland. It is a very good introduction to the General Assembly and its First Committee. The handbook is a good point to begin understanding the General Assembly, its processes, and structure. It gives a lot of summarized information. This source helps to better understand the General Assembly in its entirety as well as gain more information on existing rules of procedure, the structure of resolutions, and the workflow of the General Assembly.


This document provides delegates with a high-level overview of all of the decisions and topics discussed at the recent 75th session of the first commission. It will give delegates an understanding of the types of decisions the body makes and how the committee typically votes. This will also give delegates a better understanding of the breadth of topics and current priorities of the committee.
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I. Developments in the Field of Information and Telecommunications in the Context of International Security

Introduction

Developments in the field of Information and Communication Technology (ICT) since the middle of the 20th century have changed many aspects of everyday life. The invention of tools such as computers, internet, and mobile phones has created numerous opportunities for people around the world, but has also led to new dangers that the international community needs to address.

The United Nations Development Programme (UNDP) defines ICT as “information-handling tools – a varied set of goods, applications and services that are used to produce, store, process, distribute and exchange information.” Most recently many global industries have been able to switch to work from home during the COVID-19 pandemic due to the availability and increasing accessibility of ICTs.

The development of these technologies led to a need for new international norms on how people and international actors need to behave in the digital environment. The General Assembly and particularly the First Committee of the General Assembly is doing this normative work. The first time the General Assembly addressed the issue was in resolution 53/70 which was adopted in 1999 on the topic of “Developments in the Field of Information and Telecommunication in the Context of International Security” and since then, annual resolutions on the issue have been adopted.

The biggest issues arise from “cyber insecurities”, which are created by Member States and non-state actors in combination with vulnerabilities of ICT. These insecurities can reach from people gaining access to private data to security breaches which might endanger critical infrastructure like power plants.

To make safe ICTs available to as many people as possible, the international community aims to establish strategies for cybersecurity and is also working on establishing the necessary norms for the ICT environment. While progress towards these goals has been made, many questions concerning aspects like human rights, privacy, and rule of law in the so called cyberspace still remain.

International and Regional Framework

Since adopting the first resolution on the issue in 1999, the United Nations (UN) General Assembly has used different tools to establish the norms needed for well-regulated use of ICT. The most important tool involves the Groups of Governmental Experts (GGEs), supporting the Secretary General in submitting his reports to the General Assembly on different aspects of the topic, such as how to apply international law in the cyber-sphere, information exchange, or the question of localizing crimes in the cyber environment. The first General Assembly resolution establishing a GGE was adopted in 2003 and while five of the six GGEs have already concluded their work, only three of them have submitted a substantive report.
report, as the first and fifth GGE did not reach consensus.\(^\text{82}\) In 2018 the General Assembly adopted resolution 73/27, which for the first time included a "set of international rules, norms and principles of responsible behavior" that are based on the reports submitted by the GGEs in 2013 and 2015.\(^\text{83}\) The rules include aspects like state responsibility for wrongful acts using ICTs within their territory, respecting human rights on the internet, encouragement to protect critical infrastructure, or encouraging civil society engagement to improve ICT security.\(^\text{84}\) While the established rules are an important step, there are no direct consequences for Member States that do not adopt or follow these rules, since General Assembly resolutions are non-binding.\(^\text{85}\)

As the UN’s specialized agency on ICT, the International Telecommunication Union (ITU) plays a major role in establishing the international framework for safe ICT use.\(^\text{86}\) The main tool is the ITU Global Cybersecurity Agenda (GCA), launched in 2007 as a "framework for international cooperation aimed at enhancing confidence and security in the information society."\(^\text{87}\) The GCA focuses on legal, technical, and organizational aspects, as well as capacity building and international cooperation.\(^\text{88}\) Working in close cooperation with the ITU is the International Multilateral Partnership Against Cyber Threats (IMPACT) which was founded in 2008 and signed a Memorandum of Understanding with the ITU in the same year.\(^\text{89}\) The cooperation of IMPACT and the GCA provides all ITU Member States with various tools to address cyber threats.\(^\text{90}\)

On a regional level, Member States are cooperating to find suitable solutions to improve the security of ICT.\(^\text{91}\) The Organization for Security and Co-operation in Europe (OSCE) is trying to implement the guidance by the GGEs and utilizes several confidence-building measures to reduce the risks of conflict related to ICT use.\(^\text{92}\) To improve interstate transparency and communication, OSCE launched an online course on "OSCE cyber/ICT Security Confidence Building Measures" earlier this year, which will allow participants to better understand how international cooperation helps to increase ICT security.\(^\text{93}\) Similarly, the Asia-Pacific Economic Cooperation (APEC) adopted the Final APEC Framework for Securing the Digital Economy in 2019.\(^\text{94}\) The framework provides strategies for Member States to achieve the four adopted principles of awareness, responsibility, cooperation, and privacy.\(^\text{95}\) Also on a regional level, organizations have been working to improve cybersecurity and to define regulations for this rapidly developing field.\(^\text{96}\) In 2019 the European Parliament adopted the "Cybersecurity Act", in which it established a cybersecurity certification framework allowing the European Union Agency for Cybersecurity (ENISA) to evaluate products, services, and processes to provide an independent security assurance to users.\(^\text{97}\) The European Union (EU) is still working on finalizing the processes, but will soon be providing ICT certifications for products and services.\(^\text{98}\)

**Role of the International System**

While the General Assembly has been successful in utilizing the GGEs to address various aspects of information and telecommunication in the context of international security, there is discussion among

\(^\text{82}\) Ibid.  
\(^\text{84}\) Ibid.  
\(^\text{85}\) Ibid.  
\(^\text{87}\) ITU, *Global Cybersecurity Agenda (GCA)*, 2021.  
\(^\text{88}\) Ibid.  
\(^\text{91}\) OSCE, *Cyber/ICT Security*.  
\(^\text{92}\) Ibid.  
\(^\text{95}\) Ibid, pp. 6-7.  
\(^\text{98}\) Ibid.
Member States whether this is the right way to involve all Member States in the process, because initially the GGEs only had 15 members. While the size of the GGEs was increased to 20 in 2014/2015 and to 25 in 2016/2017 to involve more Member States, the 2017 GGE was not able to come to consensus on a substantive final report. As a consequence, resolution 73/27 created an Open Ended Working Group (OEWG) that included all Member States as well as other interested parties like business, non-governmental organizations (NGOs), and academia. At the same session, the General Assembly also adopted resolution 73/266 titled “Advancing Responsible State Behaviour in Cyberspace in the Context of International Security” that established a sixth GGE to continue the work of the previous GGEs to further address threats in the sphere of information security. The initiative to continue the GGE was mainly driven by the United States and Western Member States, while the push for the OEWG was led by states including China, Cuba and Russia and was opposed by many supporters of the GGE.

With the adoption of these two resolutions, the General Assembly is utilizing the GGE and the OEWG as two different paths at the same time. Originally the OEWG was scheduled to submit their report in 2020, but due to the COVID-19 pandemic this was delayed until 2021. The last meeting of the OEWG was held in March 2021 and it adopted a final substantive report. The report reaffirmed the framework based on the GGE reports and adopted in resolution 73/27, and reemphasized the importance of involvement of all stakeholders to achieve better ICT security. Furthermore, the OEWG recommends that Member States should continue to inform the Secretary General on national views and stressed the need to continue confidence and capacity building measures as well as institutional dialogue. The current GGE is also scheduled to submit its report in 2021, provided it can come to a consensus, and is likely to build off the OEWG recommendations. The General Assembly continues to actively work on this issue and established a new iteration of the OEWG for the period of 2021-2025. This means the UN will continue to work on these two different paths (GGEs and OEWGs), which could be complementing each other, but could also lead to conflicting decisions and outcomes. A main point of discussion and contention among both groups in upcoming sessions, is how to apply international humanitarian law in an ICT environment.

In 2020, following the work of the Third Committee, the General Assembly created an Open-ended ad hoc Intergovernmental Committee of Experts to work on “a comprehensive international convention on countering the use of information and communications technologies for criminal purposes.” The committee will likely consider various national and international efforts and instruments, and also the
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outcomes of the open-ended intergovernmental Expert Group to Conduct a Comprehensive Study on Cybercrime that has been established in resolution 65/230 and is reporting to the Commission on Crime Prevention and Criminal Justice (CCPCJ).114

While many of the processes to define norms and procedures in the field of ICT are carried out among Member States, much of the work to improve the security of ICT is being done by intergovernmental organizations (IGOs) and NGOs.115 Organizations such as the CyberPeace Institute, a non-profit organization based in Switzerland, are active in various fields like assistance to victims of cyberattacks, advancement of norms, capacity building, and analysis of cyberattacks.116 The CyberPeace Institute is currently working on improving cybersecurity in the health care sector, which is especially critical during the COVID-19 pandemic.117 A different organization that is working closely with the European Commission is the European Cyber Security Organisation (ECSO).118 ECSO is responsible for the implementation of public-private partnerships and works with companies, research centers, universities, end-users and many more stakeholders across all EU Member States.119 ECSO is undertaking a wide range of projects, with Women4Cyber (W4C) being one of them.120 W4C tries to increase the participation of women in the cybersecurity field, to better use their expertise.121 Within the first two years, W4C was able to create a European network of women active in the ICT field working towards better inclusion and career advancements of women in this field.122

The Singapore Cybersecurity Consortium (SGCSC), anchored at the National University of Singapore, is also working to foster cooperation between industry, academia and government agencies.123 Hosting meetings to discuss cybersecurity developments and educate about them while connecting different parties, SGCSC also is involved in research in the field and awards grants to address gaps in the cybersecurity landscape.124

Cybercrime

With the development of ICT and most importantly the increased use of the internet, the issue of cybercrime, which describes criminal activity targeting or using computers or network devices, has become more and more relevant.125 While there is no internationally recognized definition of cybercrime or cyberattacks, it is possible to distinguish different categories.126 The United Nations Office on Drugs and Crime (UNODC) distinguishes between cyber-enabled and cyber-dependent crime.127 Cyber-enabled crime describes illegal acts which can occur offline, but can also utilize ICT to be committed, for example fraud, money laundering or illegal purchases.128 Cyber-dependent crime on the other hand can only be committed in the presence of ICT infrastructure.129 This would include attacks on critical infrastructure like power plants or attacking websites by means of distributed denial-of-service (DDoS) attacks, which overload a website with data, causing it to go offline.130 A specific form of cybercrime is cyberterrorism,

115 Choucri et al., Institutions for Cyber Security: International Responses and Data Sharing Initiatives, 2016.
119 Ibid.
121 Ibid.
122 Ibid.
123 Singapore Cybersecurity Consortium, About us.
124 Singapore Cybersecurity Consortium, Research.
125 Kaspersky, Tips on how to Protect Yourself Against Cybercrime, 2021; UNODC, Global Programme on Cybercrime.
126 UNODC, Global Programme on Cybercrime.
127 Ibid.
128 Ibid.
129 Ibid.
130 Ibid.
but similar to cybercrime, there is no universally accepted definition for cyberterrorism.\textsuperscript{131} According to UNODC, it either refers to “any form of online terrorist activity” or if you want to be more specific to “cyber-dependent crime perpetrated for political objectives” with the goal of causing fear or intimidating governments or the population.\textsuperscript{132} According to Cybersecurity Ventures, the damage caused by cybercrime is predicted to grow from $3 trillion in 2015 to $6 trillion in 2021, and to $10.5 trillion in 2025.\textsuperscript{133}

To understand the impacts of cybercrime, the 2013 UNODC Comprehensive Study on Cybercrime focused on 12 different sub-topics and was conducted by questionnaires sent to Member States, as well as IGOs, and representatives from the private sector and academia.\textsuperscript{134} To further contribute to the study, various documents on the issue were reviewed.\textsuperscript{135} The main issues the study was able to identify include: varying cybercrime laws in different areas of the world, the need to reevaluate the concept of “location” in an ICT environment, lacking technical support for law enforcement authorities, and a general need to strengthen cybercrime prevention.\textsuperscript{136} The study also proposed solutions to different aspects of cybercrime which often involve strengthening multilateral instruments and international cooperation to make the response to cybercrime more efficient.\textsuperscript{137} An NGO trying to support this process is the International Cyber Security Protection Alliance (ICSPA).\textsuperscript{138} Based in the UK, ICSPA’s goal is to support law enforcement with funding, expertise and assistance.\textsuperscript{139} They are operating on a multinational level to utilize means from all around the world to protect citizens from cyber threats, by improving cyber resilience especially for critical infrastructure in countries that face great challenges in this field.\textsuperscript{140}

Cybercrime has been on the rise due to the COVID-19 pandemic.\textsuperscript{141} According to the International Criminal Police Organization (INTERPOL) there has been an increase of various activities including malicious websites, online scams, data-harvesting malware being distributed through fictitious emails, or attacking network vulnerabilities of staff working from home.\textsuperscript{142} ZDNet reported that in March 2020 alone there was an increase by 667% of email scams related to COVID-19.\textsuperscript{143} Aside from the rise in cybercrime activities, which is already challenging for the available personnel, the issue is intensified by the fact that in many Member States law enforcement personnel is needed in COVID-19 related activities like enforcing quarantine, which leads to less work being done on cybercrime.\textsuperscript{144} The current situation shows the importance of improving international measures to fight cybercrime, but also illustrates how important small steps against cybercrime, like implementing strong authentication measures or improving education about cyber threats, are.\textsuperscript{145}

\textbf{ICT Developments to Improve International Security}

The development of ICT is still progressing at a fast pace and security measures have to follow this rate.\textsuperscript{146} As the ITU noted in the \textit{Measuring the Information Society Report} (2017), policies will have to adapt to risks to information security and it will be necessary to find comparable indicators to measure ICT development.\textsuperscript{147} Trying to get a better understanding of the global cybersecurity situation, the ITU
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introduced the Global Cybersecurity Index in 2013.\textsuperscript{148} The most recent 2017 version, including survey results from 134 Member States, illustrates that while cybersecurity on the global level has improved, there are still significant issues in developing Member States, as they often lack well-trained experts, practical knowledge, and the ability to invest in national ICT infrastructure.\textsuperscript{149} An important platform for information sharing is the World Telecommunication Conference, last held in 2017 in Buenos Aires and scheduled to take place again in November 2021.\textsuperscript{150} The Buenos Aires Action Plan focuses on securing ICT infrastructure through capacity building and assistance to Member States which are still developing their digital infrastructure.\textsuperscript{151} The proposed program on cybersecurity would support Member States in developing their own cybersecurity strategies, establishing the necessary capabilities like computer incident response teams, sharing good practices, and raising cybersecurity awareness.\textsuperscript{152} The ITU “Guide to Developing a National Cybersecurity Strategy” aims to help Member States facilitate this process.\textsuperscript{153} ITU brought together partners from the public and private sectors to compile a comprehensive overview on what is needed for a successful cybersecurity strategy.\textsuperscript{154} The guide gives instructions to policymakers on how to set up a cybersecurity strategy and focuses on all necessary aspects.\textsuperscript{155} While, according to ITU, international guidance is also important for cybersecurity, implementing those national policies is an equally important factor and therefore ITU tries to support this process.\textsuperscript{156}

The International Cybersecurity Forum (FIC) is one of many conferences connecting stakeholders to establish cybersecurity solutions internationally.\textsuperscript{157} The FIC aims to bring many parties involved in cybersecurity together and exchange information to promote digital trust while creating synergies between stakeholders, like public entities, private sector, industry, and academia.\textsuperscript{158} A big challenge for cybersecurity institutions like ENISA is the necessity to evaluate the security of every new piece of technology.\textsuperscript{159} With the introduction of 5G as a new mobile standard, ENISA published an update to its “Technical Guideline on Security Measures” to give guidance to national authorities on how to ensure security of the new 5G networks.\textsuperscript{160} Developing these updated guidelines for new technologies is a big task for the international bodies, given the speed of technology innovation, and will remain a challenge in achieving cybersecurity.\textsuperscript{161}

Conclusion

With the fast developments in the field of ICT the challenges for the international community to find suitable frameworks to address the safety of ICT remain.\textsuperscript{162} While the General Assembly has been addressing the issue since 1998, it has not always been easy to find consensus.\textsuperscript{163} Most recently the First Committee has started to utilize two different paths to continue the work on ICT security although it remains to be seen if GGEs or OEWGs will be more successful.\textsuperscript{164} The GGEs as well as the OEWG both have advantages and faults, and Member States will need to make sure to utilize the strengths of both
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The General Assembly will need to continue to improve international cooperation and utilize multilateral organizations like the ITU to facilitate this process.\textsuperscript{166}

The question of cybercrime and the necessary developments of cybersecurity will continue to be challenging, especially for developing countries.\textsuperscript{167} Multilateral support for those Member States that do not have a well-developed cybersecurity strategy will be important, according to ITU, as localizing cybercrimes is difficult and still part of the discussion in the different international forums.\textsuperscript{168} This continued international cooperation will be necessary to develop the norms to keep ICT safe, while maximizing the use for all involved parties.\textsuperscript{169}

### Further Research

While further researching the topic, delegates should consider the following questions: What are the most important things the UN needs to define in the ICT field? Which path – GGEs or OWEG – should the UN continue, or are both paths in parallel most effective? How can the UN continue to support the development of cybersecurity strategies? How can Member States be encouraged to become more active in the field of ICT security? Which laws and norms should apply to cybercrime? How do developments in the field of artificial intelligence influence ICT security? What tools can the General Assembly use to adequately address the developments of ICTs in their deliberations?
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are based on the reports submitted by the GGEs to the General Assembly. The rules
lined out in this resolution are the first of their kind for the field of information and
telecommunications. Delegates should know these rules as they represent the result of
several GGEs and stand as one of the few frameworks on ICT use in the context of
international security.
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This substantive report submitted by the first OEWG on Information and
Telecommunication in the Context of International Security is a great success for the
international community, as all involved Member States were able to agree on a
consensus report. The report focuses on the following aspects of the topic: existing and
potential threats; rules, norms and principles for responsible state behaviour; international
law; confidence-building measures; capacity-building; and regular institutional dialogue.
The report stresses the importance of cooperation on international levels to reach better
ICT security. Delegates will want to read this report to have a good understanding of the
latest piece of defining a UN framework for ICT use and security.
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2021 from: https://www.unidir.org/files/publications/pdfs/the-united-nations-cyberspace-and-international-
peace-and-security-en-691.pdf

This report by UNIDIR discusses the relevance of ICT to various topics including
international peace and security. While the report recognizes the significant benefits
which can be gained through the use of ICT, it discusses several aspects that can lead to
security issues. The report defines important terms before discussing various actors
within the UN-system that deal with ICT security. Understanding those will be key for
delegates to be able to utilize the existing bodies to the highest extent. The report
furthermore elaborates about all GGEs and discusses their results and problems.

February 2021 from: https://www.unodc.org/documents/organized-
crime/UNODC_CCPCJ_EG.4_2013/CYBERCRIME_STUDY_2010213.pdf

This comprehensive study on cybercrime prepared by UNODC together with an open-
ended intergovernmental expert group and CCPCJ addresses several aspects of
cybercrime. The study addresses cybercrime in general, but also examines aspects like
legal frameworks, international cooperation or electronic evidence. The study used
questionnaires for Member States to understand the state of cybercrime across the
world. While this study is a couple years old, many of the issues still need to be solved.
Delegates can therefore understand underlying problems for cybersecurity and use this
as a basis to develop new solutions for these issues.
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II. Strengthening and Developing the Systems of Arms Control, Disarmament, and Non-Proliferation Treaties and Agreements

“Removing the threat of a world war – a nuclear war – is the most acute and urgent task of the present day. Mankind is confronted with one choice: we must halt the arms race and proceed to disarmament or face annihilation.”

Introduction

Disarmament and non-proliferation play essential roles in maintaining international peace and security. The United Nations (UN) General Assembly has committed to promoting complete and effective disarmament, which it defines as a gradual process of reducing the current level of armaments in Member States’ possession. This refers to both weapons of mass destruction (WMD) and conventional weapons. A WMD is a weapon that has the capability to harm or kill millions of civilians and destroy the natural environment. The UN considers all nuclear, chemical, and biological weapons to be WMDs. Conventional weapons are any armament not considered a WMD, including small arms and light weapons (SALW), defined as any lethal weapon designed to expel or launch a shot.

The General Assembly outlined its commitment to arms control and the non-proliferation of WMDs in the First Special Session Devoted to Disarmament (SSOD). Held in 1978, the session was convened out of concern for the threat that the post-World War II arms race posed to international peace and security. The SSOD established the UN’s disarmament machinery, the processes and bodies which handle issues surrounding disarmament, non-proliferation, and arms control. In 2000, UN Secretary-General Kofi Annan raised concerns over the beginning of “rust” in the disarmament machinery. He further stated that while disarmament and non-proliferation measures were necessary, the degree of their implementation was unsatisfactory.

The General Assembly First Committee has acknowledged this lapse in effectiveness, with Member States expressing frustrations over the deadlock in progress. Some argue that the issue is political in nature, with stalled negotiations being a result of some Member States’ resistance to adhere to their obligations, or their belief in deterrence versus collective security. However, the disarmament machinery faces challenges that are related to new developments in the international system, such as the increase of global military spending and arms competition. UN Secretary General António Guterres has argued for a new disarmament agenda on the backdrop of the multipolar international environment.
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arguing that Cold War-era mechanisms that encouraged dialogue between two superpowers are no longer relevant.\textsuperscript{185} Due to heightening international tensions and the evolving complexity of armed conflict, pursuing stronger, more comprehensive disarmament and non-proliferation systems has become essential for the continued pursuit of international peace and security.\textsuperscript{186}

**International and Regional Framework**

Disarmament, non-proliferation, and the systems that maintain them are linked to individuals’ right to life, liberty, and security of person, which is codified by Article 3 of the UN’s Universal Declaration of Human Rights (UDHR).\textsuperscript{187} Additionally, Article 5 of the UDHR affirms the right of all persons to not be subjected to cruel, inhuman, or degrading treatment, which validates the presence of the disarmament machinery.\textsuperscript{186} The 2030 Agenda for Sustainable Development (2030 Agenda) was developed as a blueprint for peace and prosperity within the international community.\textsuperscript{188} Sustainable development and peace are intrinsically linked and, as such, the 2030 Agenda includes disarmament in its development agenda.\textsuperscript{189} Sustainable Development Goals (SDGs) 3, 8, 11, and 16 all relate to disarmament and non-proliferation.\textsuperscript{191} SDG 16, ensuring peace, justice, and strong institutions directly reflects the linkages between disarmament, peace, and development.\textsuperscript{192} SDGs 3 (good health and wellbeing), 8 (decent work and economic growth), and 11 (sustainable cities and communities) all relate to the implications for society when actively pursuing disarmament.\textsuperscript{193}

The Treaty on the Non-Proliferation of Nuclear Weapons (NPT) was negotiated in 1968 and entered into force in 1970.\textsuperscript{194} The NPT is a landmark international treaty designed to enforce nuclear non-proliferation and work towards the goal of both nuclear and complete disarmament.\textsuperscript{195} Per the NPT, nuclear-weapon states (NWS) – China, France, the Russian Federation, the United Kingdom, and the United States of America – agreed not to transfer nuclear weapons to a non-nuclear-weapon State (NNWS), or assist them in manufacturing one.\textsuperscript{196} NNWS agreed to not obtain a nuclear weapon from a NWS or accept assistance to manufacture one.\textsuperscript{197} The NPT is the only binding obligation for Member States to engage in nuclear disarmament.\textsuperscript{198} In addition to directly addressing weapons and non-proliferation, the NPT also encourages the peaceful use of nuclear technologies.\textsuperscript{199} While more countries have joined the NPT than any other arms control agreement, NWS party to the agreement are reluctant to fully disarm their nuclear stockpiles.\textsuperscript{200} There has also been a “crisis of NPT noncompliance,” with at least four NNWS violating the NPT through gaining access to technologies and materials to develop a nuclear weapon.\textsuperscript{201} Without compliance by all members, there is doubt over the lasting strength of the NPT.\textsuperscript{202}

Other nuclear non-proliferation frameworks include the Comprehensive Nuclear Test Ban Treaty (CTBT) and the Treaty on the Prohibition of Nuclear Weapons (TPNW).\textsuperscript{203} Adopted in 1996, the CTBT bans
nuclear weapon test explosions as well as prohibiting non-peaceful fissile material production. However, it has yet to fully enter into force due to China, Egypt, India, Iran, Israel, the Democratic Republic of Korea, Pakistan, and the United States not ratifying the treaty. The TPNW, adopted in 2017, is the first legally binding treaty that fully prohibits the use of nuclear weapons with the objective of their total elimination. This is done through a comprehensive group of measures that ultimately prohibit the development, production, acquisition, and possession of nuclear weapons. The TPNW entered into force in 2021, but remains opposed by every NWS.

The proliferation of conventional arms has also been addressed by arms control instruments such as and the Programme of Action to Prevent, Combat, and Eradicate the Illicit Trade in Small Arms and Light Weapons (PoA SALW) and the Protocol Against the Illicit Manufacturing of and Trafficking in Firearms, their Parts and Components and Ammunition (Firearms Protocol). The PoA SALW aims to mitigate the consequences of illicit SALW trading and was adopted by every UN Member State in 2001. It is designed to be carried out on national, regional, and international levels and led to the implementation of the International Tracing Instrument (ITI), which fosters cooperative weapons tracing, record keeping, and stockpile tracing. Member States must implement the laws, regulations, and administrative processes necessary to cooperate with the ITI on a national level, and report their progress biennially to the Secretary General. The Firearms Protocol, which was adopted in 2001 and entered into force in 2005, serves as a framework to regulate the licit flow of arms as well as facilitate the investigation and prosecution of illicit arms trading.

The 2013 Arms Trade Treaty (ATT) continues the work laid out by the PoA SALW and Firearms Protocol by addressing the international trade of all conventional weapons. The ATT calls on Member States to strengthen their tracking and record keeping of the import and export of conventional weapons, as well as conduct risk analysis for the impact of exported weapons. The ATT is the first legally binding instrument developed by the UN for the purpose of regulating international transfer of conventional weapons; however, it is only legally binding to its signatories. The ATT has been signed by 130 Member States and ratified by 109 Member States, but faces opposition due to its implications for state sovereignty and domestic firearm regulations. For example, in 2019 the United States announced it would withdraw from the ATT due to its impact on American sovereignty and the constitutional right to possess a firearm.

Member States have developed regional frameworks to support disarmament and non-proliferation, such as nuclear-weapon-free-zones (NWFZ). A NWFZ is a specific region where Member States agree to not manufacture, acquire, or test nuclear weapons. There are currently five NWFZ, covering Latin America, the South Pacific, Southeast Asia, Africa, and Central Asia.
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Role of the International System

Article 11 of the Charter of the United Nations (1945) provides the General Assembly with the ability to address issues relating to the maintenance of international peace and security, including disarmament and non-proliferation. The General Assembly has held three SSODs in 1978, 1982, and 1988. The first SSOD resulted in the development of the UN “disarmament machinery,” which includes the General Assembly First Committee, the Conference on Disarmament (CD), and the United Nations Disarmament Commission (UNDC), also referred to as the three branches of the disarmament machinery. These processes and bodies handle issues surrounding disarmament, non-proliferation, and arms control.

The General Assembly First Committee is the premiere deliberative body that handles disarmament and arms control. It is reported to by the CD, which acts as a multilateral negotiation forum to address issues such as nuclear disarmament, prevention of nuclear war, and the prevention of an arms race in outer space. The CD is comprised of 65 Member States; five NWS as designated by the NPT and 60 other militarily significant Member States. UNDC also reports annually to the General Assembly First Committee, and focuses on the regulation and balanced reduction of all armaments. The UN Office for Disarmament Affairs (UNODA) offers substantive and organizational support to all three branches of the disarmament machinery, and provides Member States with current and impartial information on multilateral disarmament issues. These efforts are also supported by the International Atomic Energy Agency, which serves as the primary body within the UN system responsible for the promotion of safe and peaceful nuclear energy usage.

Certain Member States have also developed non-proliferation agreements among themselves, for example, the Strategic Arms Reduction Treaty (START I) was signed by the United States and the Soviet Union (USSR) in 1991 and was adopted by all post-Soviet NWS following the USSR’s dissolution. START I aimed to reduce and limit all parties’ strategic nuclear weapons and its reductions were completed by December 2001. Regional organizations have also developed their own non-proliferation treaties, often in the form of NWFZ; for example, the Organization of American States adheres to the Latin America Nuclear Weapons Free Zone Treaty, which prohibits Latin American parties from possessing nuclear weapons.

Civil society plays a significant role in systems for disarmament and non-proliferation, primarily through their ability to bring issues to the attention of governments and the public. Non-governmental organizations (NGOs) often partner with governments and other actors to develop solutions and strengthen norms that can lead to future agreements and resolutions. The Center for Arms Control and Non-Proliferation is one example as a nonpartisan organization that seeks to reduce nuclear weapons and the risk of war through educating policymakers and the public. The Center for Arms Control operates as a center for expertise on the reduction of the threat of war through limiting the spread of nuclear weapons.
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nuclear weapons.\textsuperscript{238} The Arms Control Association shares a similar goal of fostering public understanding of effective arms control measures.\textsuperscript{239} By delivering information and analysis on the proliferation of nuclear weapons, the Arms Control Association helps shape the policy debate around non-proliferation throughout the world.\textsuperscript{240} The Small Arms Survey also provides expertise on small arms and armed violence, operating as a disseminator of evidence-based information and analysis for governments, policymakers, researches, and civil society.\textsuperscript{241}

**Addressing Evolving Conflict and Emerging Weapon Technologies**

The acceleration of scientific and technological advances has changed nature of conflict in the international system.\textsuperscript{242} Conflict and violence is on the rise as non-state actors and domestic groups engage more in regional disputes.\textsuperscript{243} Technological advancements help decrease barriers to access to conventional arms that utilize outdated technology, which diversifies the number and type of actors that can engage in armed conflict.\textsuperscript{244} These actors can possess a number of motives and means of violence, and the boundaries between internal and international armed conflict, organized crime, and terrorism can be blurry.\textsuperscript{245}

New technologies such as artificial intelligence and machine learning have the potential to enhance cyber, physical, and biological attacks beyond their previous scope by becoming more targeted and easier to carry out.\textsuperscript{246} The development of lethal autonomous weapons systems (LAWS), capable of engaging with a target without human guidance, transfer responsibility for life and death from humans with an ethical compass to an inanimate system.\textsuperscript{247} International frameworks restricting LAWS are nascent, but in 2018 the UN affirmed that human responsibility for use of LAWS “must be retained, since accountability cannot be transferred to machines.”\textsuperscript{248} In 2019, the Group of Governmental Experts, which meets under the auspices of the Convention on Certain Conventional Weapons, established 11 Guiding Principles on LAWS, which focus on maintaining meaningful human control over these weapons systems.\textsuperscript{249} The weaponization of space is also a concern under consideration, as space technology is often used for both civilian and military applications and presents difficulties when determining if these applications are for offensive or defensive purposes.\textsuperscript{250} The General Assembly has established its own Group of Governmental Experts to consider and make recommendations on the development of a legally binding framework to prevent an arms race in outer space.\textsuperscript{251}

The UN first addressed the role of emerging weapons technologies through the General Assembly’s first official resolution titled *Establishment of a Commission to Deal with the Problems Raised by the Discovery of Atomic Energy*.\textsuperscript{252} With this resolution, Member States recognized that, in order for science and technology to benefit humanity, it must be pursued by peaceful means.\textsuperscript{253} Evolving sciences and the subsequent technologies developed from them are directly tied to sustainable development, with
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technological advancements being the subject of 10 SDGs. These goals emphasize multilateral cooperation on innovation and peaceful technological advancements to aid the promotion of international security. In 2015, the Addis Ababa Action Agenda was incorporated into the 2030 Agenda. This framework allows the General Assembly First Committee to monitor technological developments that could impact international security through its Technology Facilitation Mechanism (TFM). The TFM was launched to support multi-stakeholder collaboration between Member States, civil society, the private sector, UN entities and other relevant stakeholders as a mean to implement the SDGs. Through the TFM, thousands of scientific and technological stakeholders have engaged in information sharing, many of which have no previous engagement with the UN.

**Case Study: New START Treaty**

Following on the success of START I, the New Strategic Arms Reduction Treaty (New START) is another system of disarmament and arms control. In 2010, the United States and Russia adopted New START, a continuation of the agreement to verifiably continue the reduction of both countries’ nuclear arsenals that begun with START I. New START further restricted the number of strategic warheads of each country and placed a clear timeframe for reduction on both parties, requiring them to take the necessary steps by 2018. The treaty allowed both the United States and Russia the flexibility to maintain the structure of their own nuclear forces, subject to the treaty’s limits. Both parties also outlined detailed measures to ensure the implementation and verification of the treaty’s obligations, such as the establishment of a database for information required through the agreement and a commitment to refrain from interfering with each other’s means of verification. This provides each state the ability to assess the other’s compliance with the treaty as well as providing transparency on available nuclear forces. Both Member States achieved the treaty’s reduction goal by 2018.

Following the 2018 reduction, Russia expressed interest in extending the treaty by five years following its impending 2021 expiration, as did the United States Congress. However, negotiations between both governments stalled due to the United States’ push for additional provisions under President Donald Trump, such as a short-term freeze on nuclear arsenals. In January 2021, after the election of President Joe Biden, the United States agreed to extend New START until 2026.

While New START led to a significant reduction in strategic missiles, the warhead numbers that are counted under the treaty are only representative of a portion of what is present in either state’s arsenal because the treaty only counts deployed warheads rather than ones included in their nuclear stockpile. For this reason, advocates encouraged the extension of the treaty, as failing to do opened potential for a
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new nuclear arms race. However, criticisms of the agreement remain, with opponents expressing concern over its failure to include non-strategic nuclear weapons and the ramifications of not including other Member States such as China in the treaty.

Conclusion

The UN and the international community have developed robust existing systems of disarmament and non-proliferation measures to prevent crises and armed conflict. However, concern over this system’s effectiveness is legitimate, due to the changing nature of international conflict and weapon technologies. Since the first SSOD in 1978, the international system has evolved from two superpowers to a more complex, multipolar environment. The responsibility placed upon Member States and their willingness to adhere to the disarmament and non-proliferation obligations outlined in adopted agreements must also be considered, as a lack of political will is commonly cited as an issue contributing to the disarmament machinery’s decline. As the primary deliberative body for issues of disarmament and non-proliferation, the First Committee must consider these factors when developing solutions to strengthen these systems.

Further Research

Going forward delegates should consider the following questions: How can existing disarmament and non-proliferation frameworks be better adapted to a multipolar international system? How should the UN and Member States address arms proliferation among non-state actors? What gaps exist between measures that focus on the non-proliferation of nuclear weapons versus conventional weapons? How can the UN implement arms control measures that both address the negative implications of emerging technologies as well as preserve the benefits of technological advancement? What are ways that civil society and the private sector can better engage with disarmament measures?
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Disarmament Commission. Delegates should use this as their reference for the historical pretexts under which the existing frameworks were developed.

United Nations Office for Disarmament Affairs. (2018). Securing Our Common Future: An Agenda for Disarmament. Retrieved 23 March 2021 from: https://www.un.org/disarmament/sg-agenda/en/ This report was published by the United Nations Office for Disarmament Affairs to outline the United Nations’ agenda to address disarmament and non-proliferation in the new era of armed conflict. This report will be useful for delegates as it explains the reasons why reform to the current disarmament machinery is necessary. It also discusses how disarmament can be integrated into the priorities of the entire United Nations system and partnerships that could be developed between the UN, governments, civil society, and the private sector.


United Nations Institute for Disarmament Research. (2010). Disarmament Machinery: A Fresh Approach. Retrieved 23 March 2021 from: https://www.unidir.org/files/publications/pdfs/disarmament-machinery-a-fresh-approach-362.pdf This report provides an overview of existing disarmament machinery, including its features and structural issues. It also places into context Secretary-General Kofi Annan’s warnings about “rust” in the machinery. The latter half of the document suggests ways the UN can improve upon current systems both through reform and through the development of new mechanisms that fit the changing international environment. Despite being over a decade old, delegates will find this document useful for thinking through solutions for disarmament’s deadlock and as a basis for research into why these suggestions have not taken hold.

United Nations Institute for Disarmament Research. (2011). Civil Society and the Conference on Disarmament. Retrieved 23 March 2021 from: https://www.unidir.org/files/publications/pdfs/civil-society-and-the-conference-on-disarmament-360.pdf This report from the Conference on Disarmament Discussion Series provides an overview of how civil society interacts with the body as well as civil society’s larger effort toward promoting disarmament and non-proliferation. It provides a contrast of the core types of civil society platers and their benefits and drawbacks in partnership. Delegates will find this information useful in determining how best to use both existing partnerships and developing new ones to strengthen disarmament systems.
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